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Abstract of the contribution: This pCR proposes to update Solution #62 in TR 23.700-91. 

1 Discussion

During the 3GPP SA2 #140E meeting, Solution #62 for the KI#8 is agreed as part of FS_eNA_Ph2 studies in Rel-17.
Solution #62 proposes a new analytics called WLAN performance and WLANSP. The NWDAF collects data about WLANSP and WLAN performance from UE, OAM, and UPF, and reveals the correlation between the WLANSP and WLAN performance of UE. PCF can use the analytics results to update the previous WLANSP to provide better WLAN performance to UE. 
With regard to the UE data collection method, Solution #62 does not provide any specific proposals with the following EN:

Editor's note:
How to retrieve UE data is FFS and subject of other Solutions for this KI (KI#8). Which NF will store UE data is subject to the conclusion of this KI.
During the last 3GPP SA2 141E meeting, as User Plane based UE data collection method was captured as interim conclusion of KI#8, this paper provides following updates for Solution #62 to be aligned with the conclusion:

· The abovementioned EN is resolved by modifying "UE Data Storage" to AF.
· The AF collects UE data through UE Application Client. 
· NWDAF requests UE data collection to the AF. 
2 Proposal

It is proposed to agree the following changes into TR 23.700-91.
* * * * Start of Changes * * * *
6.62
Solution #62: Analytics for WLAN performance and WLANSP using UE Data

6.62.1
Description

This solution is for Key Issue #8 "UE data as an input for analytics generation".

The WLAN Selection Policy (WLANSP) is a set of operator-defined rules that determine how the UE selects and reselects a WLAN access network as defined in clause 6.6.1 of TS 23.503 [4]. According to the WLANSP rule, the UE selects the most prioritized available WLAN and connects to it. The priority of each WLAN is determined by a group of selection criteria in a WLANSP rule and the WLAN selection procedure is defined in clause 5.3.2.3 of TS 24.502 [21]. 

The problem of current WLANSP-based WLAN selection is that UE's experience is not reflected to the generation of WLANSP. The PCF cannot know which of rules and groups of selection criteria was met by the selected WLAN, and the performance of the selected WLAN is not considered either. Thus, WLAN that has the highest priority according to the WLANSP may not guarantee the best performance for the UE.

To address this problem, this solution proposes a new analytics for WLAN performance and WLANSP using UE data. This solution collects UE data from the AF about which of several WLANSP rules and groups of selection criteria is directly involved in the WLAN selection. It also collects data that can measure the quality and performance of the WLAN connection from other 5GC NFs. NWDAF reveals the correlation between WLANSP that UE applied when selecting the WLAN and the resulting WLAN performance. The main goal of this solution is to enable WLANSP to be updated by reflecting the analytics results. It is expected that this analytics results could be used to adjust the WLANSP in a direction to provide a better WLAN performance for the UE.
The service consumer may be an NF (e.g. PCF). 

If a service consumer is PCF, the WLAN performance and WLANSP analytics can be used to update WLANSP. 

The consumer of these analytics may indicate in the request or subscription:

-
Analytics ID set to "WLAN performance and WLANSP".

-
Target of Analytics Reporting: a UE, a group of UEs, or any UE

-
Analytics Filter Information containing:

-
Area of Interest (list of TA or Cells)

-
SSID(s)

-
BSSID(s)

-
An Analytics target period indicates the time period over which the statistics or prediction are requested, either in the past or in the future.

If the Target of Analytics Reporting is any UE, then the Analytics Filter should at least include Area of Interest or SSID(s) or BSSID(s). 
6.62.2
Input Data

For the purpose of WLAN performance and WLANSP analytics, the NWDAF collects the data as listed in Table 6.62.2-1.

Table 6.62.2-1: Data collected by NWDAF for WLAN performance and WLANSP analytics

	Information
	Source
	Description

	UE Data
	
	

	UE ID
	AF

(see NOTE 1)
	SUPI

	Applied WLANSP rule 
	 AF

(see NOTE 1)
	An WLANSP rule that is applied while connecting to WLAN with an indication that which selection criteria is met by selected WLAN

	Discovered available WLAN(s)
	AF

(see NOTE 1)
	Available WLAN list discovered as described in clause of 5.3.2.3 in 24.502 [21].

	WLAN Data
	
	

	SSID
	OAM
(see NOTE 2)
	SSID of the selected WLAN during the period of analysis

	RSSI
	OAM
(see NOTE 2)
	Measured RSSI of the selected WLAN during the period of analysis.

	RTT
	OAM
(see NOTE 2)
	Measured RTT of the selected WLAN during the period of interest

	UE Location
	OAM
(see NOTE 2, 3)
	Location information tagged by UE when it reports WLAN MDT measurement (e.g. Cell ID and/or longitude/latitude if available) 

	Information on WLAN based PDU Session (1..max)
(see NOTE 5)
	SMF
	

	> Start time of WLAN based PDU Session
	
	The time stamp that indicates when the existing PDU Session’s access type changes to WLAN or when the new WLAN based PDU Session is established

	> End time of WLAN based PDU Session
	
	The time stamp that indicates when the existing WLAN based PDU Session’s access type is not WLAN any more or when the WLAN based PDU Session is released

	Communication start
	UPF
(see NOTE 4)
	The time stamp that WLAN based PDU session(s) starts

	Communication stop
	UPF
(see NOTE 4)
	The time stamp that WLAN based PDU session(s) ends

	UL data rate
	UPF
(see NOTE 4)
	UL data rate of WLAN based PDU session(s) 

	DL data rate
	UPF
(see NOTE 4)
	DL data rate of WLAN based PDU session(s) 

	Traffic volume
	UPF
(see NOTE 4)
	Traffic volume of WLAN based PDU session(s) 


NOTE 1:
The NWDAF may request the (MNO) AF to provide the UE data related to the WLAN performance WLANSP analytics. The (MNO) AF collects the UE data through application clients as described in clause 6.62.4.1.
NOTE 2:
WLAN Data from OAM is collected via MDT and aligned with the WLAN measurement reporting list described in clause 5.1.1.3.3 of TS 37.320 [22]. It is assumed that not all UEs support MDT WLAN measurements. The PLMNs supporting WLAN analytics must allow MDT measurements.

NOTE 3:
UE Location from OAM can be used to deduce WLAN location.
NOTE 4:
It is assumed that how NWDAF collects the data from UPF is not defined.
NOTE 5:
"WLAN based PDU Session" in this solution means its Access Type is Non-3GPP and RAT Type is WLAN. 

6.62.3
Output Analytics

The NWDAF generates WLAN performance and WLANSP analytics. Depending on the Analytics Target Period, the output consists of statistics or predictions. The detailed information provided by the NWDAF is defined in Table 6.62.3-1 for statistics and Table 6.62.3-2 for predictions.

Table 6.62.3-1: WLAN performance and WLANSP statistics

	Information
	Description

	Area of Interest
	A list of TAIs or Cell Ids 

	List of WLANSP rule
	Collected WLANSP rules with an indication that which selection criteria is met by selected WLAN

	> SSID
	SSID that is selected by UE according to the WLANSP rule and selection criteria

	List of Analytics per SSID
	SSIDs of WLAN access points deployed in the Area of Interest

	Time slot entry (1…max)
	List of time slots during the Analytics target period

	> Time slot start
	Time slot start time within the Analytics target period

	> Duration
	Duration of the time slot

	> RSSI
	Measured RSSI

	> RTT
	Measured RTT

	> Traffic Information
	UL/DL data rate, Traffic volume

	> Number of UEs
	Number of UEs observed for the SSID


Table 6.62.3-2: WLAN performance and WLANSP predictions

	Information
	Description

	Area of Interest
	A list of TAIs or Cell Ids 

	List of WLANSP rule 
	Collected WLANSP rules with an indication that which selection criteria is met by selected WLAN 

	> SSID
	SSID that is predicted to be selected by UE according to the WLANSP rule and selection criteria

	List of Analytics per SSID
	SSIDs of WLAN access points deployed in the Area of Interest

	Time slot entry (1…max)
	List of time slots during the Analytics target period

	> Time slot start
	Time slot start time within the Analytics target period

	> Duration
	Duration of the time slot

	> RSSI
	Predicted RSSI

	> RTT
	Predicted RTT

	> Traffic Information
	Predicted UL/DL data rate, Traffic volume

	> Number of UEs
	Number of UEs predicted for the SSID

	> Confidence
	Confidence of the prediction


6.62.4
Procedures

6.62.4.1
UE Data Collection procedure
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Figure 6.62.4.1-1: UE Data Collection procedure
0.
User plane connection between UE Application client and AF is established. In the UE data collection configuration performed after the connection establishment, the AF may provide list of UE data that needs to be collected for the WLAN performance and WLANSP analytics. The UE data list is described in clause 6.62.2. 
1.
The NWDAF sends a UE data request to the AF. Naf_EventExposure service operation can be used.

2.
The AF requests data to the UE Application Client through the UP connection established in Step 0. If there is no valid connection, Connection Establishment and UE Data Collection Configuration in Step 0 is performed before sending the request.

3.
UE Application Client reports the requested data to the AF.

NOTE:
The exact protocol of step 0, 2, and 3 is out of scope of SA2 and to be defined by other SA WGs (e.g. SA3 and SA4) in coordination with SA2.
4.
The AF sends the collected data from the UE Application Client to the NWDAF.










6.62.4.2
Analytics for WLAN performance and WLANSP
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Figure 6.62.4.2-1: Analytics for WLAN performance and WLANSP
1.
The consumer NF sends a request to the NWDAF (Analytics ID = WLAN performance and WLANSP, Target of Analytics Reporting = (SUPI, any UE), Analytics Filter information = (Area of Interest, SSID(s), BSSID(s))) for analytics information on WLAN performance and WLANSP, using either the Nwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. 
The parameters included in the request are described in clause 6.62.1.

As an analytics consumer, the PCF may request WLANSP performance and WLANSP analytics to check how WLANSP it provided was working. The analytics can be requested with the filter information (e.g. Area of Interest or specific SSID(s)). When Area of Interest is provided, the analytics results include WLAN performance information of all SSID(s) located in the Area of Interest. When specific SSID(s) is provided, the analytics results include WLAN performance information of a specific UE or all UE(s) connected to the corresponding SSID(s).

2.
If the request is authorized, the NWDAF retrieves UE data from the AF as described in clause 6.62.4.1. The UE data used in the analytics is listed in clause 6.62.2.


3. 
The NWDAF collects WLAN measurement data for the period of analysis from the OAM, following the procedure captured in TS 23.288 [5], clause 6.2.3.2.

4. 
The NWDAF derives requested analytics with the collected data. Analytics output parameters are listed in clause 6.62.3. 
5. 
The NWDAF provides the requested analytics to the NF, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service, depending on the service used at step 1.


If the consumer NF is the PCF, then it can use the analytics results to modify the WLANSP to improve WLAN performance. It may adjust selection criteria attributes (e.g. MaximumBSSLoad, MinimumBackhaulThreshold) or, location and time validity conditions. 
6. 
If the NF subscribed the analytics at step 1, the NWDAF provides a new analytics when it generated the new output.
6.62.5
Impacts on services, entities and interfaces

UE Application Client:

-
Receives the data collection configuration from the AF.

-
Collects and reports the data on WLANSP rules to the AF according to the collection configuration.

NWDAF:

-
Retrieves WLAN measurement data for the period of analysis from the OAM, and UE data on WLANSP rules from the AF.
-
Supports new Analytics ID "WLAN performance and WLANSP ". 

PCF:



-
Subscribes to the WLAN performance and WLANSP analytics from the NWDAF

-
Updates WLANSP based on the analytics results.

UPF:

-
Provides data related to WLAN communication.
AF for UE data collection:

-
Collects and provides UE data related to WLAN performance and WLANSP analytics.
-
Performs UE Data Collection Configuration with the UE Application Client.
* * * * End of Changes * * * * 
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